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DOCUMENT RETENTION POLICY
Introduction
Marden Memorial Hall is obliged to maintain and retain documentation for a number of purposes, including audit, tax liabilities and in the event of legal disputes and proceedings.  Subject to those reasons, papers and records may be destroyed if they are no longer of use or relevance.  

Both the Freedom of Information Act 2000 (FOIA), the Data Protection Act 1998 (DPA) and the General Data Protection Regulations 2018 require public bodies to manage information and its access in particular ways.

Strategic Approach to Record Management
Marden Memorial Hall’s policy on record management will enable the Committee to:

· Comply with the relevant legislation and codes of practice
· Create authentic, reliable and useable records
· Support the Committee’s business functions, including asset management
· Document the Committee’s decisions and activities
· Reduce storage costs
· Facilitate the paperless office
· Enable the efficient and accurate retrieval of information
· Dispose correctly of records no longer required

The Facilities Manager and Treasurer will be responsible for record management and any queries should be directed to either of these.

Staff Responsibility
All staff are obliged to:

· Keep accurate records in an organised and accessible form
· Keep records for as long as necessary
· Document actions and decisions in records
· Document reasons for the disposal of records
· Ensure all records created by the Memorial Hall are relevant, complete and accurate, without any unsubstantiated or subjective commentary, and protected against unauthorised addition, deletion, alteration, use or concealment

Storage of Sensitive Personal Data
Marden Memorial Hall uses the Disclosure and Barring Service (DBS) to help assess the suitability of applicants for positions of trust and complies fully with the DBS Code of Practice and the General Data Protection Regulations 2018.  Sensitive Personal Data is kept securely, in a lockable, non-portable, storage container with access strictly controlled and limited to those who are entitled to see it as part of their role.

Periods of Retention
The minimum periods for which various types of records must be kept are set out in the Retention Schedule at Annex A.  These reflect statutory requirements, codes of practice and recommendations published by professional and other bodies.  In the absence of any guidance, it will be the responsibility of the Facilities Manager, or Treasurer if referring to staff records, to determine a suitable retention period.  

At the end of the retention period, the record must be assessed to determine whether it should be retained for a further period.  This is particularly relevant where the record has been the subject of a request for access to information under the GDPR or the FOIA.  This is the case even where access to information has been refused, as the record should be retained until the end of the period in which an appeal can be lodged or the appeals procedure exhausted.

Retention of Sensitive Personal Data
Once a recruitment (or other relevant) decision has been made, the personal data is not held for any longer than is necessary.  For unsuccessful applicants this is six months after the interview date.   If, in very exceptional circumstances, it is considered necessary to keep this information for longer than six months the Committee will contact the individual for their consent.  Throughout this time the usual conditions regarding the safe storage and strictly controlled access will prevail.

Record disposal
Records designated for disposal must be securely disposed of to preserve confidentiality.  



ANNEX A
RETENTION SCHEDULE

	DOCUMENT
	MINIMUM RETENTION PERIOD
	REASON

	Employee information
	6 years from termination of employment
	Taxes Management Act 1970 

	Income Tax
	6 years from termination of employment
	The Income Tax (Employments) Regulations 1993 

	Minute books
	Indefinite
	Archive

	Scales of fees and charges
	6 years
	Management

	Receipt and payment accounts
	Indefinite
	Section 221 of the Companies Act 1985 as modified by the Companies Acts 1989 and 2006

	Receipt books of all kinds
	6 years
	VAT

	Bank statements (including deposit/savings accounts)
	Last completed audit year
	Audit

	Bank paying-in books
	Last completed audit year
	Audit

	Cheque book stubs
	Last completed audit year
	Audit

	Quotations and tenders
	6 years
	Limitation Act 1980 (as amended)

	Paid invoices
	6 years
	VAT

	Paid cheques
	6 years
	Limitation Act 1980 (as amended)

	VAT records
	6 years
	VAT Notice 700/21

	Petty cash, postage and telephone books
	6 years
	Tax, Limitation Act 1980 (as amended)

	Timesheets
	Last completed audit year
	Audit

	Insurance policies
	While valid
	Management

	Certificates for insurance against liabilities for employees
	40 years from the date on which insurance commenced or was reviewed
	The Employers’ Liability (Compulsory Insurance) Regulations 1998 (SI. 2753), Management

	Investments
	Indefinite
	Audit , Management

	Title deeds, leases, agreements, contracts
	Indefinite
	Audit, Management

	Halls
· Application to hire
· Lettings diaries
· Copies of bills to hire
· Records of agreements 
	6 years
	VAT



The UK Limitation Act 1980 contains a 6-year time limit for starting many legal proceedings.  So where documents may be relevant to a contractual claim, it’s recommended that these are kept for at least a corresponding 6-year period.
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